CS 6320 – Software Engineering of Web-Based Systems


Programming Assignment #7 (Option C)

Do either A, B, C or D – (Only do 1)
PHP Programming


Write an “active password checker” in PHP. The purpose of an active password checker is to prevent the user from selecting a password or password phrase that is easily guessed. This may be done by comparing potential passwords with a dictionary, examining the mix of characters selected, checking user information, and so on.

Your active password checker must:

1. Make sure that the selected password is at least 8 characters in length.

2. Use a dictionary of bad passwords and a rule base, so that you exclude passwords that match known "bad" words. For the words in the bad password dictionary, you may construct your own dictionary as long as it contains at least ten entries which are bad passwords. Bad words are passwords that are easily guessed. For example, "test," "1234567," "help," " (blank)," and "password."

3. You may use any implementation technique that you want. Feel free to experiment with PHP features and programming techniques. You will need to find or install a web server and PHP to run and test your program. Your .php file will NOT run from the CS student account given to you for this class.
What to Hand In

Email your source code files (or a link to your website) to barbara.hecker@csueastbay.edu with the subject line of [your last name] + “assign7c.”

Late Policy: This last assignment does NOT have a grace period. It is due by the last day of class before the final exam week starts. NO assignments will be accepted past the last day of the class.

Academic Dishonesty: All of your programming assignments need to represent your own effort. Programs should be done without consultation with other students and you should not share your source code with others. Any program submitted that is essentially the same, as someone else’s will not be accepted. ALL matching assignments will receive 0 credits.
